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Digital In;age Encryption Algorithm Based
On Elliptic Curve Public Cryptosystem

Submitted in partial fulfillment of the requirements for the award of the
degree of

—

i MASTER OF TECHNOLOGY

in

CYBER SECURITY
by

P.HANEESHA

[Reg N0.19021D2619]
Under the supervision of

Dr.O.SRINIVASA RAQ

Professor

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF EN GINEERING KAKINADA (A)
JAWAHARLAL N EHRU TECHNOLOGICAL UNIVERSITY KAKINADA
KAKINADA~533003, A.P, INDIA
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“A HYBRID CNN-LSTM BASED DEEP LEARNING APPROACH FOR FAKE
REVIEW DETECTION AND SENTIMENT CLASSIFICATION OF AMAZON
FOOD REVIEWS”

A project report submitted in partial fulfilment of the requirements for
the award of the degree of

MASTER OF TECHNOLOGY
in
CYBER SECURITY
By

SAI CHANDRA PRASAD.P
[Reg No.19021D2611]

Under the supervision of

Dr. S. SUREKHA
Assistant Professor

CSE Department, UCEK

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING

UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY KAKINADA
KAKINADA-533003, A.P, INDIA
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A Project Report On

CY];'ER THREAT DETECTION USING DEEP LEARN ING

Submitted in partial Julfillment of the requirements for the award of the degree of

MASTER OF TECHNOLOGY
in
! CYBER SECURITY
by
P. VISWA Jy OTHI

’ [Reg No.19021D2602]
i | Under the supervision of
[ | SSSN.USHA DEVI N

| | Assistant Professor
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A PROJECT REPORT ON
“Android Malware Detection Using FAMD Framework”

Submitted in Partial fulfilment of the requirements for the award of the degree
of

MASTER OF TECHNOLOGY
In
CYBER SECURITY
Submitted by
Seela Srinivasa Rao
Reg No. 19021D2615
Under the Supervision of

Dr.D.Haritha

'Professor

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA(A)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY KAKINADA
KAKINADA-533003, A.P,INDIA
2019 - 2021
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A Main Project Report On

An Android Malware Detection Approach
Based On SimGRU.

A thesis
submitted in partial Julfillment of the requirement
Jor the award of the degree of
MASTER OF TECHNOLOGY
in
Cyber Security
by

ARIKATLA ANNAPURNA
19021D2621

Under the esteemed guidance and Supervision of

Dr D. Haritha

Professor of CSE
UCEK

JNTUK, Kakinada.
Submitted to

DEPARTMENT OF COMPUTER SCIENCE & ENGINEERING
UNIVERSITY COLLEGE OF EN GINEERING, KAKINADA (A)
JAWAHARLAL NEHRU TECHN OLOGICAL UNIVERSITY KAKINADA
KAKINADA - 533003
2019-2021
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Enhanced Framework to Improve Memory Management
using SMP-Data Transfer Boost Technology

Thesis

Submitted in partial fulfillment of the requirements
for the award of the degree of
MASTER OF TECHNOLOGY
in
CYBER SECURITY
Submitted by

Ch. Ram Pradeep

19021D2601
Under the ,mE_.._nhna of
Dr.Karuna Arava
Assistant Professor, Department of CSE
,Cu?ﬂmmﬁ College of Engineering

ST
DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA
(AUTONOMOUS)

JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY
KAKINADA-533003, A.P, INDIA
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A DEEP LEARNING APPROACH FOR EFFECTIVE
INTRUSION DETECTION IN WIRELESS
NETWORKS USING CNN

THESIS
Submitted
in partial fulfillment of the requirements forthe
award of the degree of

MASTER OF TECHNOLOGY
In

CYBER SECURITY
Submitted By
N.LAKSHMI PRIYANKA
[Reg. No. 19021D2609]

Under the Supervision of
Dr. N. RAMAKRISHNAIAH

Professor

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING (AUTONOMOUS)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY
KAKINADA-533003, AP, INDIA
2019-2021
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A Project Thesis on

AN ENHANCED ANOMALY DETECTION IN WEB TRAFFIC
USING A STACK OF CLASSIFIER ENSEMBLE

Submitted in partial fulfilment of the requirements for the award
of the degree of

MASTER OF TECHNOLOGY
in
CYBER SECURITY
by
MIHIR MANYAM
[Reg No.19021D2614]
Under the supervision of

Dr. K V Ramana. PhD.
Professor of CSE & Rector

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY KAKINADA

KAKINADA - 533003, A.P, INDIA

2019 - 2021
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A Project Thesis On

“BANK LOAN ANALYSIS USING CUSTOMER USAGE DATA:
A BIG DATA APPROACH USING HADOOP”

Submitted in partial fulfilment of the requirements for
the award of the degree of

MASTER OF TECHNOLOGY
In
CYBER SECURITY
Submitted By
GARAKA RAM DEEPAK

Registration No. 19021D2618

Under the Supervision of

Dr.J.V.R.MURTHY

Professor

. DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING

[ UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)

‘ JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY
KAKINADA - 533003, AP, INDIA
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A Project Thesis On

“Automatic Corpus Création And Annotation F or Natural
Language Processing”

Submitted in partiql fulfilment of the requirements for
' the award of the degree of

MASTER OF TECHNOLOGY
In
CYBER SECURITY
Submitted By
KALVA YAMIN]

Registration No. 19021D2605

Under the Supervision of

DR. SUNEETHA EL UR1

Assistant Professor

2019 - 2021
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A PROJECT REPORT ON

. “UNIVERSAL WORD SENSE DISAMBIGUATION USING DEEP
NEURAL NEWORK FOR TELUGU LANGUAGE”

Submitted in partial fulfillment of the requirements for the
award of the degree of
MASTER OF TECHNOLOGY
n
CYBER SECURITY
Submitted
by
VEMULA VENKATESH

Reg No. 19021D2607
Under the supervision of
DR. SUNEETHA ELURI

Assistant Professor

%4mu e

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)

JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY
KAKINADA

KAKINADA - 533003, A.P, INDIA
2019-2021
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A Main Project Report on

Prevention of Malware Attacks to Protect data

using Blockchain Technology
A thesis

Submitted in partial fulfillment of the requirement
Jor the award of the degree of

MASTER OF TECHNOLOGY
in
CYBER SECURITY
Submitted by

RAO ANANYA

19021D2620
Under the Supervision of

Dr. SUNEETHA ELURI

Assistant Professor

DEPARTMENT OF COMPUTER SCIENCE & ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY KAKINADA
KAKINADA - 533003, AP, INDIA
2019-2021
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A Project Thesis on
SALAXY: ENABLING USB DEBUGGING MODE
AUTOMATICALLY TO CONTROL ANDROID DEVICES
Submitted in partial fulfilment of the requirement for the
Award of the degree of
MASTER OF TECHNOLOGY
In
CYBER SECURITY
By
G.VISWA BHASKAR
[ Reg No.19021D2612 ]
Under the supervision of
Dr. A. KRISHNA MOHAN
Professor of CSE
UCEK, INTUK.

DEPARTMENT OF COMPUTER SCIENCE AND
ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY
KAKINADA
KAKINADA-533003, A.P, INDIA
2019-2021
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A Project Thesis on
TUNING MALCONV: MALWARE DETECTION
WITH NOT JUST RAW BYTES

submitted in partial fulfillment of the requirements for the award of
the degree of

MASTER OF TECHNOLOGY
in
CYBER SECURITY
by

P. MONIKA
[Reg N0.19021D2606]

Under the Supervision of

Dr. A. KRISHNA MOHAN

Professor

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY KAKINADA
KAKINADA-533003, AP, INDIA

2019-2021
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A Main Project on

Efficient Privacy-Preserving Machine Learning
' for

Blockchain Network

Submitted in partial fulfillment of the

requirementsfor the award of the degree of
MASTER OF TECHNOLOGY
in
CYBER SECURITY
Submitted by
ESWARA MAHESH SURISETTI
19021D2610
Under Supervision of

Dr. L. SUMALATHA

Professor
Department of Computer Science & Engineering

University College of Engineering INTUK, KAKINADA.

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA
(AUTONOMOUS)

JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY
KAKINADA-533003, A.P, INDIA
2019-2021
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SECURED FRAMEWORK FOR PENETRATION TESTING

Thesis

Submitted in partial fulfillment of the requirements

For the award of the degree of
MASTER OF TECHNOLOGY
IN

CYBER SECURITY
Submitted by

BODDU LATHA SRI
Reg. No. 19021D2603
Under the guidance of

Dr. KARUNA ARAVA
Assistant Professor, Department of CSE

University College of Engineering
INTUK, KAKINADA

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)
JAWAHARLALNEHRUTECHNOLOGICALUNIVERSITY
KAKINADA
KAKINADA-533003, Andhra Pradesh, INDIA
2019-2021
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DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY KAKINADA
KAKINADA - 533003, AP, INDIA

CERTIFICATE FROM THE SUPERVISOR

This is to certify that the thesis entitled “MODEL-BASED GAIT RECOGNITION
USING CONVOLUTIONAL RECURRENT NEURAL NETWORKS?”, that is being submitted
by P.LAKSHMAJI bearing registration number 19021D2604, in partial fulfilment of the
requirements for the award of degree Master of Technology in Cyber Security from the
Department of Computer Science and Engineering, University College of Engineering
Kakinada (Autonomous), JNTUK - Kakinada is a record of bonafide work carried out by

him under my supervision.

Signature of Supervisor
Smt. S. Surekha
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SE-Enc: A Secure and Efficient Encoding Scheme using

Elliptical curve Cryptography

A Project Report Submitted in partial fulfillment of the requirements for the

award of the degree of
Master of Technology

In

Cyber Security

by
SANABOYINA SAJEEV KIRAN

19021D2613
Under Supervision of
Dr. Srinivas Rao Odugu, Ph.D.

Professor

Department of Computer Science & Engineering
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DEPARTMENT OF COMPUTER SCIENCE & ENGINEERING
UNIVERSITY COLLEGE OF ENGINEERING KAKINADA (A)
JAWAHARLAL NEHRU TECHNOLOGICAL UNIVERSITY
KAKINADA-533003, Andhra Pradesh, INDIA
2020 - 2021
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